Identification is the process of identifying an individual among a group. This process compares the data of the individual to identify to those of the each individual in the group. Authentication is the process of proving the identity claimed by an individual. This process compares the data of the individual only with the data of the claimed identity.

The increased use of biometric data (e.g. fingerprints or facial measurements) for identification and authentication purposes recently attracted public interest and coincided with the spread of related misunderstandings. This paper lists and explains fourteen of them, and provides further scientific references for clarification.

1. “Biometric information is stored in an algorithm”

An algorithm is a method, an ordered set of operations or a recipe and not a means to store biometric data.

The collected biometric information (e.g. the image of a fingerprint) is processed following standard-defined procedures and the result of that process is stored in data records called signatures, patterns or templates. These patterns numerically record the physical characteristics making it possible to differentiate people.

However, there are machine learning techniques which leak parts of their training datasets to the models they create. Some of these techniques are used in biometric identification and authentication.

2. “The use of biometric data is as intrusive as any other identification/authentication system”

Unlike a password or certificate, biometric data collected during an authentication or identification procedure reveals more information about the subject. Depending on the biometric data collected, data can be derived from the subject such as race or gender (even from fingerprints), emotional...
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3. “Biometric identification/authentication is accurate”

Unlike password-based or certified processes, which are 100% accurate (e.g. a password is right or is not), biometric identification/authentication relies on probability (e.g. the captured fingerprint is 96% similar to the one of X). There is a certain rate of false positives (accepting an impersonator) and false negatives (rejecting an authorised individual). These rates are higher, the less accurate the data capture equipment is and also depend on the capture conditions (e.g. room luminosity or sensor cleanliness). The accuracy of some biometric data, like fingerprints, is dependent on the age of the individual and affected by the ageing of individuals.

4. “Biometric identification/authentication is precise enough to always differentiate between two people”

It is demonstrated that the biometric resemblance between siblings or relatives has confused biometric systems. In particular, the identity of biometric patterns for the identification of twin siblings beyond facial recognition is a field of study.

Moreover, environmental conditions in uncontrolled environments (e.g. facial recognition in public spaces or the use of facial paint or antiviral masks) lead to an increase in the error rate and therefore confusion is more likely.

5. “Biometric identification/authentication is suitable for all people”

Some people cannot use certain types of biometrics because their physical characteristics are not recognised by the system. In case of injuries, accidents, health conditions (such as paralysis) and others, this incompatibility might be temporary. Permanent biometric incompatibility could be one factor leading to social
exclusion⁹.

6. “The biometric identification/authentication process cannot be circumvented”

There are procedures and techniques that allow to circumvent biometric authentication systems and assume the identity of another person. Some of these procedures and techniques, such as the use of masks¹⁰ or footprint reproductions¹¹, do not require extensive technical knowledge or economic resources. The so-called “adversary systems” are specifically designed to deceive image recognition systems and can be used to circumvent biometric identification¹².

7. “Biometric information is not exposed”

Unlike password or certificate based processes, most of a person’s biometric characteristics are exposed and can be captured at a distance, as the face, footprints, way of moving, thermal footprints, etc. are not usually hidden.

On the other hand, those individuals who want to actively circumvent biometric tracking or identification systems have resources available to do so¹³ while for a large majority of the population this will not be the case.

If no measures are taken to reduce the risk of unauthorised use of biometric data, their use would be equivalent to writing our access codes in our forehead¹⁴.

8. “Any biometric processing involves identification/authentication”

Not necessarily. For example, the biometric data processing of mouse movement used to determine whether a robot is accessing a website involves treating biometric information to differentiate human from machine. Biometric data processing may also be performed to determine whether a human or animal intruder exists in a restricted space, or in digital signage¹⁵ systems to differentiate between men, women and children. Still, there is a risk of processing such information beyond the original purpose in case of e.g. of a security failure, regulatory change or unlawful processing.

¹⁰ Hackers just broke the iPhone X’s Face ID using a 3D-printed mask. Wired UK (13/11/2017) https://www.wired.co.uk/article/hackers-trick-apple-iphone-x-face-id-3d-mask-security
¹¹ You will be glued to this: Mumbai college’s students trick biometric system. Hindustan Times (15/05/2017) https://www.hindustantimes.com/mumbai-news/you-will-be-glued-to-this-mumbai-college-s-students-trick-biometric-system/story-W64f1jdMfécxk.-Oml2DakeK.html
¹⁵ Spanish CaixaBank offers an appointment to capture facial recognition: https://www.caixabank.es/particular/banca-digital/face-id_en.html
9. “Biometric identification/authentication systems are safer for users”

Any of the multiple systems in which our biometric data are processed can suffer a security breach. Unauthorised access to our biometric data in a system would allow or facilitate (in the case of multiple authentication factors) access in the rest of the systems using such biometric data. It could have the same effect as using the same password on many different systems, so the scale in biometric deployment is a problem in itself. Moreover, unlike password-based systems, once biometric information has been compromised it cannot be modified or cancelled.

If biometric information was previously stored in a few databases (mainly for public security or border control purposes), it is now stored in an increasing number of devices. This greatly increases the probability of a security breach leaking biometric data (during its collection, transmission, storage or processing), something that is already happening.

10. “Biometric authentication is strong”

By definition, a strong authentication system is one requiring to provide at least two of the following: something you know, something you have or something you are (biometrics). By definition, using only biometric data is a weak authentication process, while using an access card and a password is strong. Although biometric authentication often requires a previous process of enrolment or identification in which, for example, in facial recognition, it is necessary to compare with the photo in the ID, if, after the identification process, the authentication process is only biometric, it remains a weak system.

11. “Biometric identification/authentication is more user-friendly”

It depends on the technology used and the circumstances, perception and culture of each user. Apart from the suitability problems described in the fifth misunderstanding, there may be other problems that negatively affect the user’s perception: Feeling of invasion of privacy, failures in biometric systems that prevent access to services, non-biometric alternatives lacking completely or not being suited to provide the same service, as well as the need to perform enrolment processes in each entity.

12. “Biometric information converted to a hash is not recoverable”

To add security to the processing of biometric information, it is recommended to remove the biometric pattern from
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17 Spanish CaixaBank offers an appointment to capture facial recognition: [https://www.caixabank.es/particular/banca-digital/face-id_en.html](https://www.caixabank.es/particular/banca-digital/face-id_en.html)
which the hash\(^{18}\) or biohash\(^{19}\) has been obtained. However, there are studies showing that the hash could be reversible, that is, it could be possible to obtain the original biometric pattern, especially if the secret of the key used to generate the hash is violated\(^{20}\).

### 13. “Stored biometric information does not allow the original biometric information to be reconstructed from which it has been extracted”

Stored biometric information (i.e. pattern) allows the original biometric data (e.g. a face) to be partially reconstructed. Such partial reconstruction sometimes has sufficient accuracy for another biometric system to recognise it as the original one. For example, in facial biometric information there are studies that show that it is possible to get from a robot portrait a faithful representation\(^{21}\). The accuracy of the reconstruction depends on the amount of biometric information collected.

### 14. “Biometric information is not interoperable”

On the contrary, biometric information processing systems are developed according to standards to ensure their interoperability\(^{22}\). Systems that work by comparing the result of applying a hash function on biometric patterns can also be made interoperable by the simple method of sharing keys used during the hashing process.
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18 A hash function is a process, which transforms any random dataset (e.g. a fingerprint pattern) in a fixed length character series, regardless of the size of input data. More information on hash functions and their use as pseudonymisation technique in: [https://edps.europa.eu/data-protection/our-work/publications/papers/introduction-hash-function-personal-data_en](https://edps.europa.eu/data-protection/our-work/publications/papers/introduction-hash-function-personal-data_en)

19 Biohashing is a technique used to combine tokenized random number and biometric data. More information in: [https://www.researchgate.net/publication/234809846_Remarks_on_BioHash_and_its_mathematical_foundation](https://www.researchgate.net/publication/234809846_Remarks_on_BioHash_and_its_mathematical_foundation)


21 More information on how the pattern can be obtained from a biohash: Davide Maltoni, Dario Maio, Anil K. Jain, Salil Prabhakar. Handbook of Fingerprint Recognition. Springer Science & Business Media (2009) [https://books.google.es/books?id=1Wpx25D8qOwC&pg=PA407&lpg=PA407&dq=BIOHASHING&source=bl&ots=9yS_1Spp9-&sig=ACfU3U3V9K-df7ybO2p8jh0UXb+M6AkmAEH8A8h1ls-es6r-xAVved-ZahjKEEwilqMPNpZnAhWlXyUHSKdiDmk4C1hDoATAFedqQChA8Bhv-onepage&q=BIOHASHING&f=false](https://books.google.es/books?id=1Wpx25D8qOwC&pg=PA407&lpg=PA407&dq=BIOHASHING&source=bl&ots=9yS_1Spp9-&sig=ACfU3U3V9K-df7ybO2p8jh0UXb+M6AkmAEH8A8h1ls-es6r-xAVved-ZahjKEEwilqMPNpZnAhWlXyUHSKdiDmk4C1hDoATAFedqQChA8Bhv-onepage&q=BIOHASHING&f=false)
